| **Alert** | **Class** | **Protocol** | **Source** | **Destination** | **Priority** |
| --- | --- | --- | --- | --- | --- |
| ET TROJAN Suspicious double Server Header | A Network Trojan was Detected | TCP | 89.28.47.100:80 | 192.168.22.10:1263 | 1 |
| ET POLICY PE EXE or DLL Windows file download HTTP | Potential Corporate Privacy Violation | TCP | 89.28.47.100:80 | 192.168.22.10:1263 | 1 |
| ET INFO Executable Retrieved With Minimal HTTP Headers - Potential Second Stage Download | Potentially Bad Traffic | TCP | 89.28.47.100:80 | 192.168.22.10:1263 | 2 |
| ET INFO SUSPICIOUS Dotted Quad Host MZ Response | Potentially Bad Traffic | TCP | 89.28.47.100:80 | 192.168.22.10:1263 | 2 |
| ET TROJAN Suspicious double Server Header | A Network Trojan was Detected | TCP | 89.28.47.100:80 | 192.168.22.10:1263 | 1 |
| ET INFO EXE Download With Content Type Specified As Empty | A Network Trojan was Detected | TCP | 89.28.47.100:80 | 192.168.22.10:1263 | 1 |
| ET TROJAN Possible Kelihos Infection Executable Download With Malformed Header | A Network Trojan was Detected | TCP | 89.28.47.100:80 | 192.168.22.10:1263 | 1 |
| ET CURRENT\_EVENTS Possible Spartan/Nuclear EK Payload | A Network Trojan was Detected | TCP | 46.101.165.112:80 | 192.168.22.10:1257 | 1 |
| ET CURRENT\_EVENTS Possible Spartan/Nuclear EK Payload | A Network Trojan was Detected | TCP | 46.101.165.112:80 | 192.168.22.10:1257 | 1 |
| ET CURRENT\_EVENTS Possible Spartan/Nuclear EK Payload | A Network Trojan was Detected | TCP | 46.101.165.112:80 | 192.168.22.10:1257 | 1 |
| ET INFO Exectuable Download from dotted-quad Host | A Network Trojan was Detected | TCP | 192.168.22.10:1263 | 89.28.47.100:80 | 1 |
| ET TROJAN Possible Kelihos.F EXE Download Common Structure | A Network Trojan was Detected | TCP | 192.168.22.10:1263 | 89.28.47.100:80 | 1 |
| ET POLICY Outdated Windows Flash Version IE | Potential Corporate Privacy Violation | TCP | 192.168.22.10:1258 | 165.254.12.147:80 | 1 |
| ET POLICY Outdated Windows Flash Version IE | Potential Corporate Privacy Violation | TCP | 192.168.22.10:1256 | 46.101.165.112:80 | 1 |
| ET CURRENT\_EVENTS SUSPICOUS Likely Neutrino EK or other EK IE Flash request to DYNDNS set non-standard filename | A Network Trojan was Detected | TCP | 192.168.22.10:1256 | 46.101.165.112:80 | 1 |